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1 Introduction
This paper proposes Overall Evaluation and Conclusion for KI#8.
2 Proposal

It is proposed to approve the below content (all new). 
* * * * Begin of Changes * * * *

7.X
Key Issue #8: UE data as an input for analytics generation

Input UE data and output analytics are defined in Solution #28, #29, #62 and #63, as summarised below:
	
	Input UE data
	Output Analytics

	#28
	Data for URSP enforcement：
· URSP Enforcement Report

· The mapping between traffic descriptor and the Application(s)

· The URSP rules distributed to UE
	Statistics for UE's usage of Network slice

Prediction for UE's usage of Network slice

	#29
	List of UE IDs

Collective Attribute

Timestamp

> Application ID(s)

> Timestamp

> IP 5-tuple

> Application Status 
	NF load statistics
NF load predictions

	#62
	UE Data

UE ID

Applied WLANSP rule 

Discovered available WLAN(s)

WLAN Data

SSID

RSSI

RTT

UE Location

Communication start

Communication stop

UL data rate

DL data rate

Traffic volume
	WLAN performance and WLANSP statistics
WLAN performance and WLANSP predictions



	#63
	Application ID

List of UE IDs (1…n)

>QoS

>Service experience contribution
	Application ID

Service experience


The method of data collection, as well as the related security issues (e.g. integrity and privacy) are addressed in Solution#27, #28, #29, #62 and #64. Generally it can be achieved at either control plane or user plane:

· UE data collection over user plane is introduced in Solution#27, #29 and #64

· UE data collection over control plane is introduced in Solution#28 and #62.
In the user plane based solution, an AF is introduced to handle UE data collection, and the PDU session established for the service applications is reused for the interaction between UE and the AF for data collection. In the control plane based solution, the subscription of UE data collection is via AMF.
Below is the comparison of the data collection solutions, in terms of impact to UE, impact to NWDAF, impact to AF, signalling impact, user plane impact and security.
	Solution
	Impact to UE
	Impact to NWDAF
	Impact to AF
	Impact to AMF
	Signalling impact
	user plane impact
	security

	#27
	Additional connection to AF for UE data collection
	Discovery of AF for UE data collection
	Additional AF for UE data collection
	none
	none
	Additional data transfer for UE data collection.
It may be beneficial when UE data common for all application is collected.
	HTTPS

SLA based privacy

	#28
	Provides data for URSP enforcement in a new N1 container
	Handles a N1 container received from AMF
	none
	Transfer a new container between UE and NWDAF
	More capacity to transfer UE data for analytics
	none
	N/A

	#29
	Additional connection to AF for UE data collection
	Discovery of AF for UE data collection
	Additional AF for UE data collection
	none
	none
	none
	N/A

	#62
	Receives data collection configuration from the PCF
Collects and reports the data on WLANSP rules to the UE data storage according to the collection configuration.
	none
	N/A
	none
	N/A
	N/A
	N/A

	#64
	None
	Discovery of AF for UE data collection
	Additional AF for UE data collection
	none
	none
	HTTPS
Data pre-processing to hide user info
	HTTPS

SLA based privacy


On the triggers for the UE to provide data to the NWDAF as input for analytics, all solutions except Solution #62, UE provides data to the NWDAF based on NWDAF request/subscription. Solution#65 further provides the mechanism on how NWDAF is triggered to subscribe UE data collection. In Solution#62, UE is configured by the PCF to provide data to the NWDAF.
* * * * Next Change * * * *

8.X
Conclusion for Key Issue #8: UE data as an input for analytics generation

On method of data collection, user plane based solution is preferred, as it has no impact to control plane NF and interfaces. The application level and UE level UE data can be collected from the AF for UE data collection. If the requested data is not available, it further retrieves data from the UE via ASP using the existing PDU session as described in Solution#64.
On the triggers for the UE to provide data to the NWDAF as input for analytics, UE provides data to the NWDAF based on NWDAF request/subscription.

All the security aspects will be dependent on SA3 conclusion.

* * * * End of Changes * * * *
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